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Gestion del Riesgo Operacional NEXT

En muchos casos la valoracion del RO es altamente complejay
en general se realizan estimaciones.

El Comité de Basilea desechd los modelos avanzados de
cuantificacion de este tipo riesgo.

4
Los eventos catastroficos de riesgo operacional, es
decir aquellos de impactos muy severos, son dificiles
de analizar y evaluar dada su baja frecuencia.

Debido a esto deben desarrollarse

Analisic de E ios (AE)
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¢Qué es un escenario en Riesgo Operacional? NEXT
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4
Un escenario es un evento de riesgo ;Coémo es la distribucion de
operacional de baja frecuencia e los eventos de riesgo
IMmpacto severo o catastrofico. operacional?

Probabilidad

-

Distribucion de probabilidad de péerdidas potenciales por incidentes operacionales
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¢Qué es un escenario en Riesgo Operacional? NEXT
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Los eventos de riesgo operacional, en general, se comportan de manera distinta
qgue otras categorias de riesgos.
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Escenarios de Riesgo Operacional NEXT

ConsUltores

El analisis y evaluacion de escenarios de RO es la extension natural de los ejercicios de
autoevaluacion de riesgo operacional.

Puede definirse como: el analisis y gestion de los eventos de impacto severo y baja
frecuencia que enfrenta la entidad.

Es considerado una herramienta de gestion “avanzada” del RO.

Esta centrado en eventos con impacto extremo o catastrofico.
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Identifique tres eventos de los ultimos ainos en
nuestro pais que podrian ser considerados como
un escenario.
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Etapas de un Analisis de Escenarios NEXT
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Existen varios métodos para realizar analisis de escenarios.

Estos varian en: nombres y numero de etapas, formalidad, documentacion,
entre otros aspectos de forma.

No obstante todos coinciden en realizar sesiones de analisis de eventos de
cola por parte de personas con amplios conocimientos del negocio y la
organizacion respectiva.
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Esceharios de Riésgo Operacional

El objetivo sis de escenarios es obtener informacidn

cualital cuantitativa respecto de eventos extremos de

0 Yy muy baja frecuencia.
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Etapas de un Analisis de Escenarios NEXT

Las etapas mas habituales del analisis de escenarios son:

Gobierno reparacion S .
y Prep El analisis de escenarios
Generacion y seleccion requiere una cultura de gestion
— de riesgos bien integrada en la
Evaluacion cultura de la organizacion
Validacion

Integracion en la gestion

Agregacion de escenarios

S AR R SR

Integracion (incorporacion) al capital
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El Puzzle del Riesgo Operacional

GCestionar adecuadamente el riesgo operacional (RO),

/ Gestionar el Riesgo

es un gran desafio para las organizaciones, dada su Operacional, de modo
. . adecuado
naturaleza, factores y sus potenciales impactos. en entidades
financieras, se ha

P Ve ; convertido en todo un
La exposicion al RO puede variar de manera doonfin. )
significativa entre entidades aparentemente
similares.

La identificacion y  evaluacion de  eventos
potenciales de riesgo operacional es una tarea
compleja.
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El Puzzle del Riesgo Operacional

Gobierno y Estructura
s Cultf.lra 4 Politicas de ™4 de Control
Cada pieza de este Apetito de| T Interno
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un elemento & elem,entos
fundamental para Efea:;::e : Indicadores del?erlan ser
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adecuada gestion Operacional * Operacional un modelo de
del riesgo ' —y gestion del riesgo
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de ¢ Nuevos
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operacional. Anélisis
de
Escenarios

Puzzle del RO: idea original de Sergio Galanti, Zirich, Suiza.
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GESTION INTEGRAL DEL RIESGO OPERACIONAL o et -

Para cada elemento del puzzle del riesgo operacional =
herﬂgdesarrollado métodos y herramientaﬁ, que
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